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We don’t do bets.
We do solid facts.

Response to Nokia's unsubstantiated
accusations against Huawei on 27 June, 2019

Recently, Nokia CTO Marcus Weldon gave an interview to the BBC and made a number of accusations
against Huawei and the security of our products. We would like to correct three of his more incendiary and
inaccurate statements.

Mr. Weldon said Nokia's equipment is a “safer bet,” implying Huawei’s devices are less secure.
The facts disagree.

Our product security is verified by third parties using world-class standards

Mr. Weldon referred to testing results from US firm Finite State without checking its methods or mentioning
any other third-party tests to which our equipment is subjected. Our products are subject to a thorough
range of tests from a number of specialist organizations, such as Cigital, in security verification. The results
speak for themselves.

Huawei is subjected to the most rigorous cyber security checks in the world
Mr. Weldon admitted the UK'’s National Cyber Security Center has not found any so-called “backdoor” in
Huawei's products and said Nokia's equipment “was not subject to the same checks.” If that's the case,
will Nokia also voluntarily submit its source code for testing?

Mr. Weldon said “the Chinese” had access to funding mechanisms that give Huawei an unfair
advantage, and that pressure from the US serves as a counterbalance. “It's fairness returning to the
market,” he said. This claim is insulting and baseless.

Our financing is transparent, simple and fair

Information on all the government grants Huawei receives is outlined in our annual report. This report is
audited by KPMG and openly available on our website. As we said in our latest annual report, government
grants account for less than 0.2% of our revenue.

Pressure from the US disrupts the market, and does not make it ‘'more fair’

The US ban is disrupting global trade norms and attempts to interfere with open markets will weaken the
world economy. Over the past 30 years, our customers voted with their wallets, awarding us what they
believe is a fair share of the market. We have seen this trend continue with 5G.

Mr. Weldon said “the UK should be wary of using the Chinese firm’s equipment” in its network
infrastructure. This statement overlooks the ICT industry’s global supply chain, and that a number of
Nokia’s components are sourced from China.

Technology is the product of a global supply chain

Around 30% of Huawei’s product components are developed and produced by us. A company’s logo on a
piece of equipment in no way indicates that the product comes entirely from that one company.

The same is true for our competitors

This includes European telecom vendors because a proportion of their equipment and components are made
in China. Like Huawei, their equipment is used widely (and securely) around the world.

Marcus Weldon's claims lack substance and are an unacceptable breach of business norms. This threatens to
damage Nokia's credibility, as well as our brand reputation. In response to the claim Nokia is a “safer bet”,
we can only say “don’t bet on it."
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